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# 前言

*本模板为样例，实际使用时需要根据具体的项目进行调整*。

本次测试验收是在业务割接上线前的一个正规测试。有些客户有针对业务系统的测试模板，并由各业务应用部门测试。

# 测试仪器

测试需要的仪器如下表所示：

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **仪表名称** | **数量** | **说明** |
| 1 | 笔记本 | 2 |  |
| 2 | PC | 2 |  |
| 3 | …… |  |  |
| 3 |  |  |  |

# IP路由测试

IP路由测试是对XXX路由功能与路由性能进行测试，以确定地区IP路由技术的可行性。IP路由测试至少应包括以下部分内容。

* 核心层和汇聚层OSPF测试
* 核心层和汇聚层BGP测试
* 接入层MPLS VPN OSPF测试

## 核心层和汇聚层OSPF测试

核心层和汇聚层OSPF测试应包括以下内容

* + OSPF邻居建立测试验证各区域内各在核心层和汇聚层设备间运行OSPF协议建立的邻居关系
	+ OSPF邻居认证测试验证使用MD5认证后，OSPF邻居可以建立
	+ OSPF域内路由测试验证各核心层和汇聚层设备OSPF域内路由表条目一致
	+ OSPF域间路由测试验证核心层和汇聚层设备域间路由表条目一致
	+ OSPF路由收敛测试验证汇聚层以上冗余链路切换时间
	+ OSPF占用资源测试验证OSPF路由协议占用系统资源百分比

### OSPF邻居建立测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | OSPF测试 | 测试子项目 | OSPF邻居建立测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证各区域内各在核心层和汇聚层设备间运行OSPF协议建立的邻居关系 |
| 前提条件1. 各核心层和汇聚层设备正确互联，接口地址配置正确；
2. 各核心层和汇聚层设备配置路由协议。
 |
| 测试过程1. 在核心层和汇聚层设备，使用调试命令显示邻居建立过程；
2. 在核心层和汇聚层设备，查看OSPF邻居状态。
 |
| 预期目标1. 邻居间状态显示Full、Two-way。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### OSPF域内路由测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | OSPF测试 | 测试子项目 | OSPF域内路由测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证各交换机OSPF域内路由表条目一致。 |
| 前提条件1. 各核心层和汇聚层设备正确互联，接口地址配置正确；
2. 各核心层和汇聚层设备己建立邻居；
3. 各核心层和汇聚层设备己在OSPF公布接口地址。
 |
| 测试过程1. 分别在各个OSPF区域内的核心层和汇聚层设备上查看OSPF路由表；
2. 比较同一OSPF区域内核心层和汇聚层设备上，域内路由表条目是否一致。
 |
| 预期目标1. 同一区域内各核心层和汇聚层设备OSPF域内路由表一致。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### OSPF域间路由测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | OSPF测试 | 测试子项目 | OSPF域间路由测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证核心层和汇聚层设备域间路由表条目一致。 |
| 前提条件1. 核心层和汇聚层设备正确互联，接口地址配置正确；
2. 核心层和汇聚层设备域内路由表条目一致。
 |
| 测试过程1. 核心层和汇聚层设备查看OSPF路由表；
2. 比较核心层和汇聚层设备域间路由表条目是否一致。
 |
| 预期目标1. 核心层和汇聚层设备OSPF域间路由表条目一致。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### OSPF路由收敛测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | OSPF测试 | 测试子项目 | OSPF路由收敛测试  |
| 测试类型 | 性能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证汇聚层以上冗余链路切换时间 |
| 前提条件1. 汇聚层以上核心层和汇聚层设备OSPF路由表己有全网OSPF路由表条目；
2. 备份路由己在OSPF路由数据库中。
 |
| 测试过程1. 断开任意一台核心层和汇聚层设备一条光纤；
2. 查看OSPF hello包时间；
3. 查看OSPF邻居down时间；
4. 查看收敛时间；
5. 待网络稳定后，将断开光纤重新连接。
6. 查看重新收敛时间。
 |
| 预期目标1. 30s内域内路由收敛；□
2. 50s内全网路由收敛。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## 核心层和汇聚层BGP测试

核心层和汇聚层BGP测试应包括以下内容

* + RR邻居建立测试验证MP-BGP邻居的建立及路由传递以及RR的可靠性和安全性
	+ MPLS路由重分布测试验证各PE 核心层和汇聚层设备全网PE-CE OSPF路由
	+ MP-BGP功能测试验证MPLS内层标签建立
	+ MP-BGP占用资源测试验证MP-BGP路由协议占用系统资源百分比

### RR邻居建立测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目  | MP-BGP测试 | 测试子项目 | RR邻居建立测试 |
| 测试类型 | 功能测试  | 测试工具 |  |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证MP-BGP邻居的建立及路由传递 |
| 前提条件1. 各核心层和汇聚层设备正确互联，接口地址配置正确；
2. 核心层和汇聚层设备OSPF配置完成；
3. 核心层和汇聚层设备配置MP-BGP路由协议。
 |
| 测试过程1. 在核心层和汇聚层设备上显示BGP邻居；
2. 在核心层和汇聚层设备上显示BGP路由表。
 |
| 预期目标1. 核心层和汇聚层设备通过RR建立BGP邻居关系。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### MPLS路由重分布测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | MP-BGP测试 | 测试子项目 | MPLS路由重分布测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证各PE 核心层和汇聚层设备全网PE-CE OSPF路由 |
| 前提条件1. 各设备正确互联，接口地址配置正确；
2. 核心层和汇聚层设备OSPF配置完成；
3. MPLS VPN配置完成；
4. 核心层和汇聚层设备MP-BGP配置完成。
 |
| 测试过程1. 在PE 核心层和汇聚层设备上将MP-BGP路由重分布到PE-CE OSPF路由；
2. 在PE 核心层和汇聚层设备上将PE-CE OSPF路由重分布到MP-BGP路由。
 |
| 预期目标1. 各PE 核心层和汇聚层设备上包括全网PE-CE OSPF路由。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## 接入层MPLS VPN OSPF测试

接入层MPLS VPN OSPF测试包括以下内容

* + PE-CE OSPF邻居建立及认证测试验证各区域内PE-CE间交换机运行OSPF协议建立的邻居关系
	+ PE-CE OSPF路由汇总测试验证PE-CE间互连地址汇总
	+ PE-CE OSPF占用资源测试验证PE-CE OSPF路由协议占用系统资源百分比

### PE-CE OSPF路由汇总测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | OSPF测试 | 测试子项目 | PE-CE路由汇总测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证PE-CE间互连地址汇总 |
| 前提条件1. 个区域PE-CE设备正确互联，接口地址配置正确；
2. 各PE-CE设备配置OSPF路由协议，并汇总互联地址。
 |
| 测试过程1. 在所有区域PE设备上，查看路由汇总条目。
 |
| 预期目标1. PE设备上有其他区域的PE-CE汇总路由条目。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### PE-CE OSPF占用资源测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | OSPF测试 | 测试子项目 | PE-CE OSPF占用资源测试 |
| 测试类型 | 性能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证PE-CE OSPF路由协议占用系统资源百分比 |
| 前提条件1. 各设备正确互联，接口地址配置正确；
2. 各PE-CE OSPF配置完成。
 |
| 测试过程1. 查看网络正常工作时的系统资源百份比；
2. 查看收敛时占用系统资源百份比。
 |
| 预期目标1. 在没有任何业务的前提下CPU占用平均低于3%，内存占用平均低于20%。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

# 网络冗余测试

## 设备冗余测试

### 电源冗余

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 设备冗余测试 | 测试子项目 | 电源冗余测试 |
| 测试类型 | 功能测试/性能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证设备在正常工作状态下电源切换对网络运行无影响 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. 接入设备完成VLAN划分；
4. 被测试设备工作在双电源状态下；
5. 在一个OSPF域上连接一台测试PC。
 |
| 测试过程1. 所有测试PC之间不断PING，每个数据包10000个字节；
2. 在设备正常工作状态下，关闭被测试设备的一个电源；
3. 在关闭电源5分钟后，确认设备工作正常，再次开启关闭的电源。
 |
| 预期目标1. 关闭电源，设备正常工作，所有测试PC之间PING包不断，数据包延时不抖动；□
2. 重新开启电源后，设备仍正常工作，PING包不断，数据包延时不抖动。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### 引擎冗余

验证在设备正常工作状态下引擎切换对网络运行基本无影响。

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 设备冗余测试 | 测试子项目 | 引擎冗余测试 |
| 测试类型 | 功能测试/性能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证在设备正常工作状态下引擎切换对网络运行基本无影响 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. 接入设备完成VLAN划分；
4. 在所有OSPF域内连接一台测试PC。
 |
| 测试过程1. 所有测试PC之间不断PING，每个数据包10000个字节；
2. 在设备正常工作状态下，拔出任意一台核心交换机的主引擎；
3. 在确认设备稳定工作后，将引擎板插回交换机。
 |
| 预期目标1. 拔出引擎板后，设备正常工作，网络中断时间不超过1秒；□
2. 引擎板插回后，网络不受影响，设备工作正常，PING包不中断。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### 核心设备（本部）冗余

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 设备冗余测试 | 测试子项目 | 核心设备冗余测试 |
| 测试类型 | 功能测试/性能测试 | 测试工具 | 笔记本两台 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证全网正常工作状态下，核心节点单台设备宕机对网络基本无影响。 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. 接入设备完成VLAN划分；
4. 所有OSPF域内配置一台测试PC。
 |
| 测试过程1. 所有测试PC之间不断PING，每个数据包10000个字节；
2. 在设备正常工作状态下，关闭核心节点上本部1核心交换机，观测本部1核心交换机宕机对网络的影响；
3. 开启本部1交换机，待其正常工作时，关闭本部2核心交换机，观测本部2核心交换机宕机对网络的影响。
 |
| 预期目标1. 关闭本部1核心交换机，网络中断时间不超过50秒；□
2. 关闭本部2核心交换机，网络中断时间不超过50秒。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## 路由（链路）冗余测试

验证全网正常工作状态下，设备链路切换对网络基本无影响。

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 设备冗余测试 | 测试子项目 | 核心设备冗余测试 |
| 测试类型 | 功能测试/性能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证全网正常工作状态下，设备链路切换对网络基本无影响。 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. 接入设备完成VLAN划分；
4. 所有OSPF域内设置一台测试PC。
 |
| 测试过程1. 所有测试PC之间不断PING，每个数据包10000个字节；
2. 任意断开网络中任意一条骨干网络中的链路；
3. 在网络稳定后，将此骨干链路重新连接。
 |
| 预期目标1. 在链路断开后，网络中断不超过50秒；□
2. 在链路恢复后，网络中断不超过50秒。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

# VPN测试

## MPLS LDP功能测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | MPLS VPN测试 | 测试子项目 | MPLS LDP功能测试 |
| 测试类型 | 功能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证在核心层和汇聚层设备上LDP的基本功能。 |
| 前提条件1. 核心层和汇聚层设备各相关接口启用MPLS。
 |
| 测试过程1. 在核心层和汇聚层设备上查看LDP会话的建立情况；
2. 在核心层和汇聚层设备上查看LDP的邻居。
 |
| 预期目标1. 可以看到核心层和汇聚层设备之间的LDP Session建立正常，处于operational状态；□
2. 可以看到核心层和汇聚层设备的LDP邻居关系。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## LSP的测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | MPLS VPN测试 | 测试子项目 | MPLS LSP测试 |
| 测试类型 | 功能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证核心层和汇聚层设备之间的LSP信息。 |
| 前提条件1. 核心层设备和汇聚层设备连接正确；
2. 核心层设备和汇聚层设备之间相连接口配置正确可用；
3. 核心层和汇聚层设备上的IGP配置完成；
4. 在各相关接口上MPLS配置完成。
 |
| 测试过程1. 在核心层设备和汇聚层设备上查看LSP的建立情况。
 |
| 预期目标1. 在核心层设备和汇聚层设备上可以看到各自的LSP链路信息与路由信息一致。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## RD功能测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | MPLS VPN测试 | 测试子项目 | MPLS RD功能测试 |
| 测试类型 | 功能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证RD在MPLS VPN中的功能。 |
| 前提条件1. 核心层设备和汇聚层设备与接入层设备连接正确；
2. 核心层设备和汇聚层设备与接入层设备之间的路由协议配置正确；
3. 核心层设备和汇聚层设备之间相连接口配置正确可用；
4. 核心层设备和汇聚层设备上的IGP配置完成；
5. MPLS VPN配置完成；
6. 在不同的VPN中配置相同IP地址的测试PC；
7. 把测试用的PC的主机路由发布到OSPF中。
 |
| 测试过程1. 查看相应的VRF表。
 |
| 预期目标1. 在不同VPN中可以使用相同IP地址。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

# QoS测试

## 流分类测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | QoS测试 | 测试子项目 | 流分类测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑、Smartbit、WEB/FTP服务器 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证设定WWW流量优先级为Priority（高），FTP流量优先级为network（低） |
| 前提条件1. WEB/FTP服务器配置完成；
2. 在AA所交换机上根据WEB与FTP服务器IP地址、源IP地址、端口，定义ACL；
3. 在AA所交换机上使用PBR匹配ACL，设定WWW流量优先级为Priority（高），FTP流量优先级为network（低）。
 |
| 测试过程1. 配置流分类前,查看核心设备和接入设备的CPU和内存的利用率；
2. 使用Smartbit在PE AA所接的PE设备上抓取数据包；
3. 配置流分类后,查看核心设备和接入设备的CPU和内存的利用率。
 |
| 预期目标1. Smartbit分析流量，对于WEB流量数据包，包头IP等级显示0001；□
2. Smartbit分析流量，对于FTP流量数据包，包头IP等级显示0111。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## MPLS优先级测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | QoS测试 | 测试子项目 | MPLS优先级测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑、Smartbit、WWW/FTP服务器 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证IP优先级映射到MPLS EXP域 |
| 前提条件1. MPLS VPN配置完成；
2. WEB/FTP服务器配置完成；
3. WEB流量设定优先级为Priority（高）；
4. FTP流量设定优先级为Network（低）。
 |
| 测试过程1. 配置带宽限制前,查看核心设备和接入设备的CPU和内存的利用率；
2. 使用Smartbit 在PE（AA所接的PE）设备上分析数据包；
3. 配置带宽限制后，查看核心设备和接入设备的CPU和内存的利用率。
 |
| 预期目标1. Smartbit 分析数据流，WWW流量的MPLS数据包头EXP域显示为001；□
2. Smartbit 分析数据流，FTP流量的MPLS数据包头EXP域显示为111。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## 拥塞避免测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | QoS测试 | 测试子项目 | 拥塞避免测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑、Smartbit、WWW/FTP服务器 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证交换机互联端口上配置WRED |
| 前提条件1. WEB/FTP服务器配置完成；
2. 对WEB流量定义优先级为Priority，对FTP流量定义优先级为network；
3. 各PE交换机互联端口上配置WRED；
4. 模拟端口拥塞；
5. 使用2台笔记本电脑从WEB/FTP服务器下载数据。
 |
| 测试过程1. 配置WRED前,查看核心设备和接入设备的CPU和内存的利用率；
2. 查看交换机端口排队信息；
3. 配置WRED后,查看核心设备和接入设备的CPU和内存的利用率。
 |
| 预期目标 1. FTP流量丢弃比WEB流量比例多。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

# 组播测试

## MPLS/VPN组播通断测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 组播路由测试 | 测试子项目 | MPLS/VPN组播通断测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证MPLS/VPN中组播的连通性 |
| 前提条件1、设备正常工作；2、全网路由配置完整；3、MPLS/VPN划分正确；4、分别在本部两台核心层设备上配置RP，负责全网组播业务；5、在某地区距内配置RP，负责该地区局的组播业务；6、相关CE设备上完成组播配置；7、在综合业务VPN内放置六台测试PC。 |
| 测试过程1. 测试PC通过PING命令，PING MPLS/VPN内的两个组播组地址。
 |
| 预期目标1. 全网内综合业务VPN内的测试PC都能PING通全网的组播地址；□
2. 只有相应地区的综合业务VPN内的测试PC能PING该地区通的组播地址。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## RP冗余测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 组播路由测试 | 测试子项目 | RP冗余测试 |
| 测试类型 | 功能测试 | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证两个RP都能正常工作 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. 组播配置完整。
 |
| 测试过程1. 在组播组中的终端备上连续不断的PING组播接口地址；
2. 关闭其中的一台RP；
3. 在网络稳定后，重新开启关闭的交换机；
4. 在网络再次稳定以后，手动断开核心网络的一条链路；
5. 网络稳定后，重新连接先前断开的链路。
 |
| 预期目标1. 当关闭RP时，组播数据包正常转发，PING包不断；□
2. 重新开启RP的时候，组播数据包正常转发，PING包不断；□
3. 断开网络链路的时候，组播数据包在30秒内恢复连接；□
4. 重新连接好网络链路后，组播数据包在30秒内恢复连接。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## VPN内组播实现测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 组播路由测试 | 测试子项目 | VPN内组播实现测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑，PC服务器 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证组播在XX中的实现 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. MPLS/VPN划分正确；
4. MPLS/VPN组播配置完整；
5. 准备两台PC服务器，PC服务器安装好Windows 2000 Advance Server；
6. 两台服务器分别放置在数据中心和BB县核心层PE设备上。
 |
| 测试过程1. 配置PC服务器，使用Windows media play，使之成为流媒体服务器；
2. 在客户端用Windows自带的media play接收服务器数据流。
 |
| 预期目标1. 综合业务VPN的PC都能接收到数据中心服务器发布的流媒体服务；□
2. 只有BB县综合业务VPN的PC能接收到BB县服务器发布的流媒体服务。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## VPN内组播资源占用测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 组播路由测试 | 测试子项目 | VPN内组播资源占用测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑，PC服务器 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证组播在VPN内占用的资源 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. MPLS/VPN划分正确；
4. MPLS/VPN组播配置完整；
5. PC服务器安装好Windows 2000 Advance Server；
6. 客户端能接收到流媒体服务。
 |
| 测试过程1. 在没有组播应用的情况下，通过命令查看设备CPU/内存使用率；
2. 在有组播应用的情况下，通过命令查看设备CPU/内存使用率。
 |
| 预期目标1. 在没有组包应用的情况下，设备CPU利用率不超过3％，内存使用率不超过50％；□
2. 在有组包应用的情况下，设备CPU利用率不超过3％，内存使用率不超过50％。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## 组播性能测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 组播路由测试 | 测试子项目 | 组播性能测试 |
| 测试类型 | 性能测试  | 测试工具 | 笔记本电脑，PC服务器 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证组播在XX中应用的性能 |
| 前提条件1. 设备正常工作；
2. 全网路由配置完整；
3. MPLS/VPN划分正确；
4. MPLS/VPN组播配置完整。
 |
| 测试过程1. Smartbit产生组播流量。
 |
| 预期目标1. 所有测试均能通过，并且所有应用延时不超过10MS。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

# 网络安全测试

## 设备安全测试

### 控制台安全测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 网络安全测试 | 测试子项目 | 控制台安全测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证登入控制台安全测试 |
| 前提条件1. 全网设备互联互通；
2. 各交换机配置登陆密码，并应用到Console口中，并加密；
3. 设置300秒会话超时；
4. 所有网络设备设置管理员与Guest用户各一个。
 |
| 测试过程1. 使用空密码登陆；
2. 使用密码登陆；
3. 登陆后300秒内，不进行操作；
4. 使用管理员与Guest登陆。
 |
| 预期目标1. 只能使用密码登陆，空密码无法登陆； □
2. 300秒内没有动作，自动弹出用户到登陆窗口；□
3. 管理员账户能配置/修改配置，Guset账户只能查看配置、无法修改。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

### Telnet安全测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 网络安全测试 | 测试子项目 | Telnet安全测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑 |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证Telnet方式登陆交换机的安全控制 |
| 前提条件1. 全网设备互联互通；
2. 对支持IPSec的设备进行测试；
3. 配置登陆密码，并应用到VTY 0-14，并加密；
4. 配置ACL，控制可以进行Telnet的IP地址段，应用到VTY 0-14；
5. 配置VTY 0-14使用SSH登陆方式，300秒超时间隔与尝试输入密码5次。
 |
| 测试过程1. 使用命令行或超级终端登陆；
2. 使用支持SSH-1软件登陆；
3. 故意输错密码5次；
4. 使用正确密码登陆，登陆后不进行操作。
 |
| 预期目标1. 使用命令行或超级终端，无法登陆交换机；□
2. 支持SSH软件，SSH-1方式能登陆交换机；□
3. 密码连续错误输入5次，禁止登陆；□
4. 300秒内没有动作会自动弹出用户到登陆窗口。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

## 用户安全测试

### 广播抑制测试

|  |  |  |  |
| --- | --- | --- | --- |
| 测试项目 | 网络安全测试 | 测试子项目 | 广播抑制测试 |
| 测试类型 | 功能测试  | 测试工具 | 笔记本电脑、Smartbit |
| 测试人员 |  | 测试地点 |  |
| 测试目的 | 验证对广播数据包进行抑制 |
| 前提条件1. 全网设备互联互通；
2. 在特定交换机上某端口配置起用三层功能，配置IP地址；
3. 对端口设定广播带宽为10M，超过10M端口自动关闭。
 |
| 测试过程1. 使用Smartbit模拟端口向外发送30M广播包。
 |
| 预期目标1. 端口向外发送30M广播包后，3-10分钟内端口会自动关闭。□
 |
| 测试记录 |
| 测试结果与结论 | 通过 □不通过 □ |
| 备注 |  |

# 网络可靠性测试

## 核心引擎故障

拔出任意LC的主用引擎，再插回，状态恢复正常后统计，第一次测试中断为0.4ms：



第二次测试中断为0.4ms：



第三次测试中断0.4ms：



## 核心交换网板故障

拔出任意LC的一块交换网板，再插回，状态恢复正常后统计，第一次测试中断0.1ms：



第二次测试中断0.1ms：



第三次测试中断0.05ms：



## 核心整机故障

LC断电后路由收敛后再上电，收敛后统计测试结果，第一次测试中断1.2s：



第二次测试中断2.4s：



第三次测试中断2.1s：



## S5800断上行链路50%

拔掉其中1台S5800的其中一条上行链路，然后恢复，第一次测试中断3s：



第二次测试中断2.3s：



第三次测试中断1.9s：



## LC之间互联链路中断

第一次测试，0中断：



第二次测试，0中断：



第二次中断，并恢复LC互联链路，0中断：



可见网络正常情况下，中断LC互联链路，对普通区业务无影响。

## LC上行到MC链路中断50%

第一次测试中断2.5s：



第二次测试中断2.6s：



第三次测试中断1.8s：



## 电源模块故障

拔掉其中1根电源线，检查设备供电情况，信息表明5个电源模块情况下工作正常。



## 风扇模块故障

拔掉S12518两个风扇框中的一个，设备正常运行，后因局部热点温度升高，仅剩的风扇框自动提高转速，拔除风扇框恢复后，风扇转速恢复正常。



# 测试结论

|  |  |
| --- | --- |
| **测试日期** |  年 月 日-- 年 月 日 |
| **测试结论** |  |
| **客户方签字：**日期： 年 月 日 | **服务方签字：**日期： 年 月 日 |